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Security Update for MVP Provider Online Accounts  

Frequently Asked Questions 

Overview  

On September 15, 2024, MVP Health Care® (MVP) updated  the security of MVP Provider Online 

Accounts. This requires users to complete  a one-time update and enable multi -factor authentication 

prior to signing in.  

Why did we make these security enhancements?  

With increased data breaches in the health care industry, we are consistently working to enhance our 

security measures to meet industry standards. These new security enhancements and the inclusion of multi -

factor authentication help us protect Member and Provider data. 

What actions do users need to take?  

As of September 16, users with an active account need to sign in to complete a one-time account update. 

Users will have 90 days  to complete this  update . If not completed within the 90 -day period, users will 

need to create a new account. During the one-time update, users will update their username to their email 

address, change their password to meet new security requirements, and enable multi-factor authentication 

with a mobile phone number.  

What is considered an ôactive accountõ? 

Users who have signed in to their MVP Provider Online Accounts within the past 180 days are considered 

active accounts and will be included in the update. Users who did not sign in during the 180 days prior to 

the update will be deactivated.  

What if I havenõt accessed my Provider Online Account in the last 180 days? 

If you have not accessed your Provider Online Account in 180 days, you will need to create a new account. 

Are there benefits to this update?  

Yes. This update will enhance the security of MVP Provider Online Accounts, and it will also make it easier for 

practices to access their information. Previously, separate Provider Online Accounts were required to access 

different practice groups. With this update, different groups can now be accessed with a single account. 

During the one-time update, the practice groups associated with the user's email address will be 

consolidated. Each user within a practice will use their own email address, and users will no longer be able to 

use a group or shared practice email to sign in, which also enhances security. 

How do users enable  multi -factor authentication?  

Users will provide a mobile phone number for verification via text message. See below for a walkthrough of 

the upgrade processes, including how to enable multi-factor authentication.   

Have additional questions?  

If you have questions about this one-time update, please contact eSupport at 1-888-656-5695 for technical 

issues or your MVP Professional Relations Representative for assistance. 
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Step 1. Enter your current MVP Provider Online Account credentials and sign in. 

 

Step 2. Review the One-Time Update screen for more information , then select Proceed to Step 1. 
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Step 3. Enter email address associated with account. A verification code will be sent to that email address. 

Enter the verification code. 
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Step 4. Update your password to meet the new security requirements. 

 

 
 

 

Your new password must include  at least : 

¶ 1 uppercase letter 

¶ 1 lowercase letter 

¶ 1 number 

¶ 1 symbol (!@#$%*) 

¶ You may not re-use any of your last five passwords 
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Step 5. Enter your mobile number and verification code to complete muti -factor authentication.  

 

 

 
 

 

 

 

 

 


